Login Properties window - General tab

The General tab of the Login Properties window allows you to change the security access and IDERA SQL Compliance Manager permissions for
the selected SQL Server login.

Legin Properties ? *

General Database Access  Report Access

Name: |IDERAINFODEV |

Securty access

(®) Grant access

() Deny access

Permissions within SQL Compliance Manager

{®) Can configure SQL Compliance Manager settings and view audi
data. This login is @ member of the Systems Administrators role on
the SQL Serverinstance that host the Repository.

() Can view and report on audit data.

[] Web Application Access

Cancel

Available fields

Security access

Allows you to specify whether this login should have access to the SQL Server instance that hosts the Repository databases.

Permissions within SQL Compliance Manager

Allows you to indicate which SQL Compliance Manager permissions this login should have. You can grant the login permission to
configure audit settings or view audit data. By default, all logins on the Repository SQL Server instance have read access to audit
data. Read access allows the user to view and report on audit data stored in the Repository and archive databases.
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