IDERA SQL Compliance Manager® Version 5.4

New SQL Server Login wizard - SQL Compliance Manager
Permissions tab

The IDERA SQL Compliance Manager Permissions tab of the New SQL Server Login wizard allows you to specify the level of permissions that
you want this login to have within SQL Compliance Manager. A login can configure audit settings, change console security, view audit data, and
run reports.

To allow a login to configure audit settings and console security, SQL Compliance Manager adds the login to the Systems Administrator
(sysadmin) fixed server role on the SQL Server instance that hosts the Repository databases.

Select the appropriate SQL Compliance Manager permission, and then click Next.
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S0L Compliance Manager Permissions
Specify the level of pemissions within SQL Compliance Manager

By default, all logins have the abilty to view data and generate reports. To grant
pemissions to configure audit setttings, the login will be added to the Systems
Administrators role on the SAL Server instance that hosts the Repository.

Do you want to add this login to the System Administrators server role?

(@ *Yes, grant this user permizsion to configure SGL Compliance Manager settings.

() Mo, onby allow this user the ability to view collected audit data.
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