Registered SQL Server Properties window - Advanced tab

The Advanced tab of the Registered SQL Server Properties window allows you to configure the following settings:

® Control the default permission settings on the databases that contain audit data for this SQL Server instance.
® Indicate whether collected SQL statements should be truncated if they pass the specified character limit. This option is only available if
you are auditing SQL statements executed at the server level on this instance.

Registered SQL Server Properties _
| General I Audited Activities | Privileged Lser Auditing | Luditing Thresholds | Advanced

Default Database Permissions
Select the default level of access you want to grant users on the database containing audit data for this
SQL Serverinstance.

(®) Grant right to read events and their associated SOL statements .

O Grart right to read events anly - To allow users to view the associated SGL statements, you
will need to explicictly grant users read access to the database.

() Deny read access by defautt - To allow users to view events and the associated SGL, you wil
need to explicitty grant users read access to the database.

SQL Statement Limit

In most cases, the high level event information gathered is sufficient for meeting audit requirements .
Howewver, some users may find that they need the extra details afforded by the collection of the actual
S0L statement associated with each event.

Be aware that collecting SCL statements will significantly increase the amount of data gathered and
should be used sparingly. Gathered SCIL statements may also contain confidential information. The
option to gather SQL statements is available on each audited database.

|Use the following option to specify the maxdimum size of stored SCGL statements. Statements exceeding
this maodmum are truncated.

) Store entire text of SQL statements

® Truncate stored S0OL statements after characters

For Reports, SQL text will be truncated after |600 characters.

Learn how to optimize performance with sudit settings.
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Available fields

Default Database Permissions

Allows you to set the default permissions on the databases that contain audit data for this instance. Keep in mind that login
permissions specified at the database are applied along with the default permissions you set here. You can select one of the
following default permissions:

® Grant right to read events and their associated SQL statements.

® Grant right to read events only - To allow users to view the associated SQL statements, you will need to explicitly grant
users read access to the database.

" Deny read access by default - To allow users to view events and the associated SQL statements, you will need to
explicitly grant users read access to the database.

SQL Statement Limit
Allows you to specify whether you want to truncate collected SQL statements associated with audited events. You can set the

character limit for collected SQL statements. By default, this limit is 512 characters. The Collection Server truncates SQL statements
that are longer than the specified character limit.
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