Auditing SQL Enterprise Job Manager Logs

The Audit Log tab records all the changes done through SQL Enterprise Job Manager and captures them in logs.

First Steps

To start using the Audit Log options, you must enable the option on the Administration Tab.
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ADMINISTRATION

Users Alert Rules

Give users permission to use SQL Enterprise Job Manager. Create, edit and delete users and subscribe to SQL Enterprise Job Manager displays alerts that warn you about the status of your instances and jobs. These
alerts using the Manage Users action. alerts depend on the Alert Rules you can configure and customize according to your requirements.

Manage Users Manage Alert Rules

Instances Alert Emails

SQL Enterprise Job Manager monitors SOL Server instances and their host computers. Add instances to be SQL Enterprise Job Manager can send email alerts to inform users about critical issues such as availability
monitored using the Add SQL Server Instance action. problems. To receive alert emails, you must configure alerting to use an email server available on your

Add Instance netwark and sign up to receive alert emails.

Import SQL Servers Configure email (SMTP) settings

Manage SQL Server Instances Manage Subscriptions For All Users

Configure Alert Mail Settings

Licensing
Alicense is required to access SQL Enterprise Job Manager features. View license status and add a license Schedule
key using the Manage License action. Set Projection Period

Manage License

Audit Logs
Enable Audit Logs

Monitoring your Logs

Once you enable Audit Logs, you are ready to explore the available options in the Audit Log Tab.
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