IDERA SQL Secure® Version 3.0

Server Roles

All direct members of Server Roles on all SQL Server, Azure SQL Database and Amazon RDS for SQL Server instances can be reviewed in the S
erver Roles report.

Getting Started

Follow these steps to create a report:

1. Select Date, Policy, and Baseline options from the Report Settings box.
2. Select a target instance.
3. Click the View Report button to generate your report.

O SQL Secure™ Assess and audit security risks and access rights

Server Roles
Most current audit data as of Friday, September 30, 2022

Server: All servers in policy
About: This report shows all direct members of Server Roles on all SQL Server, Azure SQL Database and Amazon RDS for SQL Server
instances.
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Access Counts

N Denied Logins
Has Access

I Total Logins
Disabled Logins

Server Type Role Login Name Access Inherited Has Access Deny Disabled
B Server 1
= GlobalGroup
Yes Yes No No
r " r ) Yes Yes No No
= S0L Login
sysadmin sa Mo Yes Mo Mo
= User
Yes Yes No Mo
Yes Yes Nao Mo
Yes Yes No Mo
El Server 2
= SOL Lagin
sysadmin sa Mo Yes Mo Mo
B Windows User
sysadmin MT AUTHORITY\SYSTEM Mo Yes Mo Mo
sysadmin MT SERVICEIM3SQLSERVER Mo Yes Mo Mo
sysadmin MT SERVICE\SQLSERVERAGENT Mo Yes Mo Mo
sysadmin MT SERVICE\SQLWriter Mo Yes Mo Mo
sysadmin NT SERVICEWinmgmt Mo Yes No Mo
sysadmin Mo Yes Mo Mo
sysadmin Mo Yes Mo Mo
sysadmin Mo Yes No No
sysadmin Mo Yes Mo Mo
sysadmin Mo Yes No No
sysadmin Mo Yes Mo Mo
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