Manage policies

Use the Manage Policies view of the Manage SQL Secure view to obtain a quick overview of which policies are enabled and have saved
assessments.
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Name High C Medium C Low G Dynamic  Review Notes Description
All Servers 36 21 55 0 Global security checks that should be performed on all SOL Servers; based on the I..
CIS for SQL Server 2000 ! ! 27 3i v v Center for Internet Security - Benchmark for Microsoft SCL Server 2000, V 1.0, Dec...
DISA-NIST STIG for SOL Server 2014 3 6 4 2 W v

Defense Information Systems Agency (DISA) & National Institute of Standards and...

Name High Configured | 3 Medium Configured /¥, Low Configured | W State Date Description

Assessment 3 6 1 3 o 7 7 Published 8/29/2018 10:22:26 AM Center for Internet Security - Benchmark for Microsoft SQL Server 20...
Assessment 2 3 1 3 0 27 7 Draft 6/29/2018 10:02112 AM Center for Internet Security - Benchmark for Microsoft SQL Server 20..
Assessment 1 3 1 3 o 27 7 Approved 8/29/2018 9:33:38 AM Center for Internet Security - Benchmark for Microsoft SQL Server 20...

Available columns

These are the available columns in the Policies section:

Name

Provides the name of the policy

High Configured

Indicates how many high risk security checks were configured for this policy

Medium Configured

Indicates how many medium risk security checks were configured for this policy

Low Configured

Indicates how many low risk security checks were configured for this policy

Assessments

Indicates how many assessments have been saved from this policy.

Dynamic

Indicates whether this policy dynamically includes any newly registered SQL Server instance.

Review Notes

Indicates whether this policy has Internal Review Notes.

Description

Provides the description specified for this policy

Policy ID

Indicates the ID SQL Secure has defined for the policy

These are the available columns in the Assessments section:

Name

Provides the name of the assessment

High Configured

Indicates how many high risk security checks were configured for this assessment



High Icon
Indicates how many high risk findings this assessment had when last run
Medium Configured
Indicates how many medium risk security checks were configured for this assessment
Medium Icon
Indicates how many medium risk findings this assessment had when last run
Low Configured

Indicates how many low risk security checks were configured for this assessment

Low Icon
Indicates how many low risk findings this assessment had when last run
State
Provides the state (Draft, Published, Approved) of this assessment
Date
Indicates the date and time of the audit data used by this assessment. SQL Secure pulls the audit data from the snapshot that
most closely matches this date and time
Description

Provides the description specified for this assessment
Assessment ID

Indicates the ID SQL Secure has defined for the assessment
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