View SQL Secure activity

Each time a change or action occurs in IDERA SQL Secure, an event is logged. These logged events appear in the SQL Secure Activity view.
This log includes collection activity, snapshot configuration changes, SQL Secure login changes, and any other changes made to your SQL
Secure settings.

SQL Secure Activity Hide tasks )
This window lists changes and events related to QL Secure administration, data collection, fiter s, and jobs management. - This allows you to maniter SAL Secure operations.

Tell me more

Type ¥ Date v Time T SQLSever W User 7 Category Code Description -~
@ Success Audit  8/29/2018  11:0038 AM IDERAINFOD .. Report  Upd.. Updated report configurationtable l
@ Success Audit  §/29/2018  10:24:43 AM IDERAINFOD .. = Assess.. Upd.. Assessment “CIS for SOL Server 2000° with policy id 2 and assessment id 11 i
@ Success Audit  8/29/2018  10:23112 AM IDERAINFOD .. = Securit.. ' Upd... Security Check "Assembly host policy” with id 94 on Assessment "CIS for SQL Server 2000 - Assessment 3" with id 2 and assess...

@ Success Audit  8/29/2018  10:23:12 AM IDERAINFOD .. ~ Securit.. Upd.. Security Check "Certificate private keys were never exported” with id 114 on Assessment “CIS for SQL Server 2000 - Assessment...
@ Success Audit  8/29/2018 | 1023:12 AM IDERAINFOD ... | Securit. Upd... Security Check “Backup Encryption (Native)” with id 119 on Assessment "CIS for SOL Server 2000 - Assessment 3" with id 2 and...

@ Success Audit  §/29/2018  10:22:35 AM IDERAINFOD .. = Assess.. Add  Assessment "CIS for SOL Server 2000 with id 2 and assessmentid 2 with state Draft

@ Success Audit  8/29/2018  10:10:11 AM IDERAINFOD .. ~ Assess.. Upd.. Assessment “CIS for SQL Server 200 ith policy id 2 and assessment id 5

@ Success Audit  8/29/2018  10:05:09 AM IDERAINFOD ..  Assess.. Upd.. Assessment "CIS for SOL Server 2000 with policy id 2 and assessment id 5

@ Success Audit  §/29/2018 | 10:05:02 AM IDERAINFOD .. = Assess.. Upd.. Assessment “DISA-NIST STIG for SQL Server 2014" with policy id 3 and assessment id 9

@ Success Audit  8/29/2018  10:03:00 AM IDERAINFOD .. ~ Assess.. Add  Assessment "DISA-NIST STIG for SQL Server 2014" with id 3 and assessmentid 3 with state Draft

@ Success Audit  8/29/2018  10:02:50 AM IDERAINFOD ..  Assess.. Add  Assessment "DISA-NIST STIG for SQL Server 2014" with id 3 and assessmentid 3 with state Draft

@ Success Audit  §/29/2018  10:02:41 AM IDERAINFOD .. = Assess.. Add  Assessment "DISA-NIST STIG for SQL Server 2014 with id 3 and assessmentid 3 with state Current

@ Success Audit  8/29/2018  10:02:41 AM IDERAINFOD .. = Assess..  Add  Assessment “DISA-NIST STIG for SQL Server 2014 with id 3 and assessmentid 3 with state Current

@ Success Audit  8/29/2018  10:0239 AM IDERAINFOD .. ~ Securit.. Upd.. Security Check "Direct Access Permissions™ with id 143 on Policy "DISA-NIST STIG for SQL Server 2014” with id 3 and assessme.
@ Success Audit  8/29/2018 | 10:02:39 AM IDERAINFOD .. = Securit.. ' Upd.. Security Check "DISA Audit Configuration” with id 144 on Policy "DISA-NIST STIG for SQL Server 2014” with id 3 and assessmen...
@ Success Audit  8/29/2018 | 10:0239 AM IDERAINFOD .. = Securit..  Upd.. Security Check "User created 'sa’ account does not exist” with id 145 on Policy "DISA-NIST STIG for SQL Server 2014” with id 3...
@ Success Audit  8/29/2018  10:0239 AM IDERAINFOD .. ~ Securit.. Upd.. Security Check “Implement Change Data Capture” with id 140 on Policy "DISA-NIST STIG for SQL Server 2014” with id 3 and ass...
@ Success Audit  8/29/2018  10:0239 AM IDERAINFOD ... = Securit.. Upd.. Security Check "SOL Logins not using Must Change” with id 141 on Policy "DISA-NIST STIG for SQL Server 20147 with id 3 and...
@ Success Audit  8/29/2018  10:0239 AM IDERAINFOD .. = Securit.. ' Upd.. Security Check “Limit Propagation of access rights” with id 142 on Policy "DISA-NIST STIG for SOL Server 2014” with id 3 and as.
@ Success Audit  8/29/2018  10:0239 AM IDERAINFOD .. ~ Securit.. Upd.. Security Check "Appropriate cryptographic modules have been used to encrypt data.” with id 136 on Policy "DISA-NIST STIG fo...
@ Success Audit  8/29/2018  10:0239 AM IDERAINFOD .. ~ Securit.. Upd.. Security Check "Database Master Keys Encrypted by Password™ with id 137 on Policy "DISA-NIST STIG for SQL Server 20147 wit...

@ Success Audit  §/29/2018 IDERAINFOD .. = Securit.. = Upd.. Security Check “Symmetric Keys Not Encrypted with a Certificate” with id 138 on Policy "DISA-NIST STIG for SQL Server 2014"...
@ Success Audit  8/29/2018 IDERAINFOD .. * Securit.. * Upd... Security Check "SQL Server Audit is Configured for Logins™ with id 139 on Policy "DISA-NIST STIG for SQL Server 2014” with id...
@ Success Audit  8/29/2018  10:0239 AM IDERAINFOD .. Securit.. Upd.. Security Check "Asymmetric Key Size” with id 133 on Policy "DISA-MIST STIG for SQL Server 2014 with id 3 and assessment id 7
@ Success Audit  §/29/2018 | 10:02:39 AM IDERAINFOD .. = Securit.. ' Upd.. Security Check "Database Master Key encrypted by Service Master Key™ with id 134 on Policy "DISA-NIST STIG for SQL Server 2...

Available event data

The following columns are available in the SQL Secure Activity logs:

Column Description

Type Displays the type of event that occurred

Date and Time Displays the date and time when the event occurred

SQL Server Provides the name of the SQL Server instance where the event
occurred

User Provides the name of the user who initiated the event

Category Provides the category of the event

Code Displays a description of the code that is used in the event

Description Displays a short description of the event

You can choose which columns to display on this list, group by columns, save the information, and print it, by going to the menu grid
located on the top right section.
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