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Security and existing logins
An existing Windows authentication login that is a member of the built-in Administrators group in SQL Server can configure and view audit data. 
Likewise, an existing SQL authentication login, such as the sa account, that is a member of the sysadmin fixed server role can configure and 
view audit data.

An existing Windows authentication login that is a member of the Public role on the SQL Server instance that hosts the Repository databases can 
view audit data.

   SQL Compliance Manager monitor, audit and alert on SQL user activity and data changes.
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