Change audit filters

The Filters tab allows you to add a new filter, delete filters, and edit filter properties. Filters are the criteria used when collecting audit data for
your snapshots.
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This window allows you to view and modify audt filters. You can add, delete, or edit fiter properties.

Filter Description
“r Default rule Rule created when the server was registered
Fitter details

+ Al Server objects, Database Security objects, Stored Procedures and Extended Stored
Procedures

+ Al System and User Databases

o All System and User Tables

o All System and User Views

o All System and User Functions

o Al Synoryms, Assemblies, User-defined Data Types, XML Schema Collections, Full Text
Catalogs, Keys, Cerificates and Sequence Objects
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Note that All Extended Stored Procedures and All Full Text Catalogs are disabled when viewing properties for Azure SQL Database.

Option Description

New Filter = This button opens the Add Filter Wizard, which allows you to add filters to your snapshot. For more information, see Add new filter.
Delete Click this button to delete the selected filter.

Filter

Properties = This button opens the Filter Properties dialog window, which allows you edit the selected filter settings. For more information,
see Edit filter settings.

Once you have configured your snapshot collection settings, you can view your updated snapshots to ensure that they are set up the way you
intended.
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