Edit audited SQL Server properties

The Audited SQL Server Properties window allows you to edit the way IDERA SQL Secure monitors your SQL Server instances. The Audited
SQL Server Properties window contains general SQL Server instance information, credentials used to collect data, specified audit folders,
snapshot filter settings, audit data collection schedule, email notifications settings, and policies the SQL Server pertains to.

To access the Audited SQL Server Properties window use any of the following options:
® Right-click the SQL Server instance from the Explore Permissions view and select Configure Audit Settings.

® Select the respective SQL Server in the Servers in Policy tree from the Security Summary view, and either right click to select Configu
re Audit Settings or select the same option from the ribbon options available in the Summary, Settings, or Users tabs.
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