IDERA SQL Compliance Manager® Version 5.4

Deploy Reports wizard - SQL Compliance Manager
Repository tab

The SQL Compliance Manager Repository tab of the Deploy Reports wizard allows you to specify which Windows user account IDERA
SQL Compliance Manager should use to connect to the Repository. You can use the same account that the Collection Service runs under, or you
can specify a different account.

Specify the name of the SQL Server instance that hosts the Repository, enter the appropriate account credentials, and then click Next.

Q Deploy Reports ? X

S5QL Compliance Manager Repository
Specify the location and credentials for the SGL Compliance Manager Repository.

Repositary Server
Specify which SGL Server instance hosts the SQL Compliance Manager Repositony:

SQL Server:  |WIN- |

Repositony Credentials

Specify the credentials the Report Server will use to connect to the Repository. The
specified account should have permizsion to execute stored procedures on the
Repository database.

Login D (domain‘user): |IDERAINFODEV |

Passward: | |

Corfirm Password: | |

<Ead-;__ Mead = Finish | |
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